PERMANENT FILE COMMANDS 10

With permanent file commands, you can create, access, and purge permanent files. You can
alsg control other users” access to your files.

The following are the permanent file commands and their functioms.

Command
APPEND
ATTACH
CATLIST
CHANGE
COMMON
DEF LNE

DROPDS

GET

MFLINK
OLD
PACKNAM

PERMIT
PURGALL
PURGE
RECLAIM
REPLACE
SAVE
SETPFAC

SETPFAL
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Function
Appends data to an indirect access permanent file.
Assigns a direct access permanent file to a job.
ILiists permanent file information.
Changes permanent file characteristics.
Accesses library type files.
Creates a direct access permanent file.
Releases the disk space associated with a permanent file for which a
valid alternate storage copy exists. The local file copy (if any) is
also returned.

Retrieves a copy of an indirect access permanent file as a local file.

Transfers a file from one mainframe to another or alters the attributes
of a file om another mainframe.

Retrieves a copy of an indirect access permanent file as the primary
file,

Specifies an auxiliary device from which permanent files are to be
accessed.

Grants permanent file access permission to other users.

Purges all files having the specified characteristics.

Purges the named files.

Creates and manages tape and disk backup copies of permanent files.
Copies a loecal file over an indirect access permanent file.

Creates an indirect access permanent file.

Changes the security access category set of a permanent file,

Changes the security access level of a permanent file.



If an error occurs in an operation on one file of a multifile request, the operation is not
performed on the subsequent files. For example, if an error occurs in the processing of
file B on the following command:

GET,A,B,C,D.
files C and D are not processed.

On a secured system, your job may not aceess a permanent file unless the job is validated
for the access level and access category set assigned to the file. TFor an alternate user
access, such an access attempt is treated as a file-not—-found error; for am access to one of
your own files, it is treated as a security conflict.

In addition, your job may not change or access certain types of permanent file information.
The following limitations apply:

s CHANGE, PERMIT, and SETPFAC requests are not allowed on files with an access level
lower than that of the job.

[ CATLIST requests for permit information are not allowed on files with an access
level higher than that of the job. WNormal CATLIST requests are allowed, but
information on the password expiration date and access category set is mot included

in the CATLIST cutput. If a password exists, it is returned as seven asterisks
(FERFkRdk)

For more information on permanent files, refer to Permanent Files, Mass Storage File
Residence, and Alternate Storage in section 2.

To determine the meaning of a permanent file error message, refer top appendix B.

'COMMON PARAMETERS

Some permanent file commands can process several files. Each file is identified by a one-
to seven-character file name. The permanent file operation is performed on each file in the
sequence specified on the command. If the NA parameter is not specified on the command and
an error occurs while one of the files is being processed, the job step terminates.

When this happens, the files preceding the file in error are processed, but the files
succeeding it are not. If the NA parameter is specified on the command, the job step does
not terminate as a result of the error, and all files are processed except the file in error.

When a slash is used, it separates the file names from other parameters. The parameters
specified after the slash are optional and order independent. Parameters specified after
the slash affect all files named before the slash.

Permanent file access is controlled hy the permit category (CT), user name (UN), file access
password (PW), security access level (AL), and access mode (M) parameters. Permanent file
residence is determined by the preferred residence {PR), auxiliary device (PN), and device
type (R} parameters. Processing options include the no abort (NA), walt—if-busy (WB),
subsystem selection (58), and backup copy (BR) paramesters.
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In the following list, parameters common to more than one permanent f£ile command are
described in alphabetic order. TFor the format of each command, refer to the command
descriptions following the parameter descriptions.

Parameter

Al=level

BR=br

CT=ct
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Description

Specifies the security access level you want assigned to the file.
Unless echanged by your site, level can be onme of the following names:

LVLO, LVLl, LVL2, LVL3, LVL&, LVLS, LVL6, or LVL7

When used with the DEFINE command, the default for this parameter is

the current job access level. When used with the SAVE command, the
default is the access level of the local file being saved.

Specifies the backup copy requirement. You can request that two
backup copies, one backup copy, or no backup copy be kept of your
permanent file. Depending on your site”s configuration and
procedures, a backup copy can be one of the following:

. A cartridge alternate storage (MSE) copy.

¢ A tape alternate storage copy.

. A tape alternate storage secondary copy.

e A PFDUMF tape copy.

The following values can be specified for br:

br Backup Requirement

Y Two backup copies of the file must be kept.
MD One backup copy of the file must be kept.

N No backup copy of the file need be kept.

If BR=br is omitted, BRE=Y is used by default. Tor more information,
refer to Alternate Storage in section 2.

Specifies the file permit category. If CT=ct is omitted when the file
is created, the f£ile is private. The file category can be changed
later.

ct Category
P, PR, or PRIVATE Private files; available for access only
by their creator and by those granted
explicit access permission by the file
creator {(refer to the PERMIT command).

The system records the user name of each
user who accessed the file, the number of
accesses made, and the date and time of
the last access by each user. The file
creator can list this information with the
CATLIST{LO=FF) command.
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Parameter

NA

PN=packname

Pescription

et Category
S or SPRIV Semiprivate files; available for

access by a user who knows the
file name, user name, and password
and who has not been explicitly
denied permission to the file
(M=NULL parameter on a PERMIT
command) .

Information provided by
CATLIST(LO=FP) for semi-private
files is the same as that provided
for private files.

PU or PUBLIC Publie files; available for access
by all users who know the file
namne, user name, and password.

The system records the number of
times the file was accessed and
the date and time of the last
access, but does not record user
names. This information can be
obtained using CATLIST(LO=F).

Specifies the mo abort option. Normally, an error in command
processing terminates the job. However, 1f NA is specified, the job
does not terminate as a result of the error. The error is handled in
one of two ways.

® If the error condition is temporary, joh processing 1s
suspended until the error condition ends (for example, when a
requested direct access file is busy or a requested auxiliary
device is not available)}. In a multimainframe enviromment,
job processing may be suspended until some period after the
error condition ends.

® If the error condition is not temporary, the job continues
with the next operation. The job processes the next file
listed on the command or, if no more files are listed,
processes the next command.

You may not specify both the NA and WB parameters.

Specifies the one- to seven-character pack name used in conjunction
with the R parameter to identify the auxiliary device to be accessed
in the permanent file request. This parameter is specified only when
the file to be accessed resides on an auxiliary device.

An auxiliary device is a mass storage device that supplements the
normal family of permanent file devices. A RESOURC command must be
included in any job that concurrently uses two or more auxiliary dislk
packs or an auxiliary pack and a magnetic tape.

If you specify PN=0 on a permanent file command, it overrides any
previously issued PACKNAM commands. You can then access files on the
permanent file family device. PN=0 does not affect subsequent
commands, only the current command.
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Parameter

PR=pr

PW=password
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Description

Specifies the preferred residence. If PR=pr is omitted, no preference

is assumed.
section 2.

PT

D

For more information, refer to Alternate Storage in

Preference

You prefer that the file remain on disk between accesses.
However, the system might move the file to alternate
storage despite the specified preferred reference.

The file is locked to disk and will not be moved to
alternate storage. GSpecilal validation is required to
specify this value.

You prefer that the file be moved to alternate storage
between accesses. However, the system might not move the
file to alternate storage despite the specified preference.

You have no preference.

You prefer that the file be moved to tape alternate
storage between accesses. However, the system might not
move the file to tape alternate storage despite the
specified preference.

Specifies the I- to 7-character file password. If a password is
assigned to the file, users other than the file creator must specify
the password when accessing the file.

If only the keyword PW is specified, you must include the password as
a single-line record in the input file. 1In a interactive job, the
password is requested by a ? prompt at the terminal.
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Parameter Description
R=r Specifies the device type on which the file resides or is te reside.
T Device
DBi 885-42 Disk Storage Subsystem {1£i¢3; Full-track),
DCi 895-1/2 Disk Storage Subsystem (1£i<2; full-track).
DDi 834 Disk Storage Subsystem (1<i<B; full-track).
DE Extended memory.
DFi 887 Disk Storage Subsystem {1<i<3; full-track; 4k sector).
DG4, 836 Disk Storage Subsystem (1<i<3; full-track).
DHi 887 Disk Storage Subsystem (1€i¢2; full-track; 16k sector).
DIi B44-21 Disl Storage Subsystem (1<i<B; half-track).
BJi B44~4]1 or B44—44 Disk Storage Subsystem {1<i<8;
half-track).
DKi B44—21 Disk Storage Subsystem (1<i<8; full-track).
DLi 844-41 or BA4-44 Disk Storage Subsystem (1<i<8;
full-track).
DMi 885-11/12 Disk Storage Subsystem (1<i<3; half-track).
DQi 885-11/12 Disk Storage Subsystem (1<i<3; full-track).
pept Distributive data path to extended memory.
DV 819 Disk Btorage Subsystem (single-density).
i) 819 bisk Storage Subsystem (double-density).

The value i denotes the number of units (spindles) required Ffor a
particular auxiliary disk file that you will access in your job.

The R parameter can be specified on any permanent file command to
identify (along with the PN parameter or with a previous PACKNAM
command) the auxiliary device on which the permanent file resides. R
is specified only if the installation defines the auxiliary device as
removable, and if the desired device type differs from the
installation-defined default device type. R is not required if a
previous PACKNAM command specified the R parameter. If the R
parameter is specified without the PN parameter in a command, R is
ignored on all commands except the DEFINE command {refer to the DEFINE
command in this section).

T The job must be of system origin or you wust have system origin privileges.

10-4.2
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Parameter Description

85=subsystem Specifies the interactive subsystem to be associated with the file.
The subsystem can be specified on a SAVE or CHANGE command with one of
the following entrles or its abbreviation (the abbreviation is the
first three characters of the entry).

subsystem Interactive Subsystem
BASIC BASIC
BATCH Batch
EXECUTE Execute
FORTRAN FORTRAN 5
FTNTS FORTEAN Extended 4
NULL Null

If the 55 keyword is specified without a subsystem, the currently
active subsystem is associated with the file. If the 8§ keyword is
omitted, no subsystem {null) is assoclated with the file, unless the
file is the primary file. 1Im that case, the currently active
subsystem is associated with the file.

UIN=username Specifies the user name. This parameter must be specified if the
requested permanent file is in another user”s catalog. To access the
file, you must have one of the following permissions.

° Explicit permission. The owner of the file granted access
permission to the user with a PERMIT command.

® Implicit permission. The file is semiprivate or public and so
can be accessed by users who know the file name, user name,
and password and who have not been explicitly denied
permission.

® Automatic permission. You have automatic permission to access
files in the catalog of another user if your user name
contains asterisks, and if all nonasterisk characters match
characters in the other user”s user name.

The UN keyword establishes alternate access validation, unless the

specified user name is the one under which the job is currently being
run. In this case, the specified user name is ignored.
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Parameter

WB

¥D=expiredate

XT=expiretem

Desctiption

Specifies the wait-if-busy option. WB causes the jaob to wait for busy
files and the mounting of disk packs but te short on other errer
coditions. You may not specify both the NA and WB parmmeters.

Specifies the expiration date for a file password or file permit. The
value expiredate must be a six~digit string of the form yymmdd; where
¥y, mn, dd are two-digit year, month, and day designators,
respectively. The latest date you can specify and the default
expiration date are site-determined.

You must have special authorization to specify an expiration date for
a file password or permit (refer to the LIMITS command).

Specifies the life of a file password or pemit in days. If you
specify O, the flle password or permit expires immediately. If you
specify 4095 or *, the file password or permit does mot expire. The
default expiration term and the maximum expiration term are
site-determined (mo site can choose a value greater than 4095,
however) .

You must have special autherization to specify an expiration term for
a file password or permit {(refer to the LIMITS command).
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APPEND COMMAND

The APPEND command adds information to the end of an existing indirect access file without

retrieving the file.

Format:
APPEND,pfn,lfnl,
Parameter
pfn
1fng

The full deseriptions
this section.

Parameter

UN=username
PW=password
PN=packname

R=xr

NA

WB

The APPEND command cannot append data to direct access files.

1fn ,...,lfnn/UN=username, PW=password,PN=packname,R=r,NA,WB.

2
Description
Specifies the name of the indirect access permanent file to which data
is appended. You do not retrieve the indirect access file before the
append operation, but you must have permission to access the file in

append, modify, or write mode.

If a local copy of the indirect access file is assigned to the job,
the append operation does not change the local copy.

Specifies the name of a local mass storage file to be appended to
pEn. The file must be assigned to the job.

of the following optional parameters are given at the beginning of

Description

Specifies the user name. Specified if pfn is in another user”s
catalog.

Specifies the file password. Specified if UN=username is specified
and pfn has a password.

Specifies the auxiliary device name. Specified if pfn resides on an
auxiliary device.

Specifies the device type. Specified if a removable auxiliary device
on a device type other than the installation—defined default is to be
used.

Specifies the no abort option. If NA is specified, processing errors
do not terminate the job.

Specifies the wait—if-busy option. WB causes the job to wait Eor the
meunting of disk packs.

The logical structure of the files is retained; that is, EORs and EQFs are appended as well
ag data. The append ecperation removes the EOI mark at the end of file pfn, but keeps all

EOR and EOF marks.
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ATTACH COMMAND

The ATTACH command assigns a direct access permanent file to a job.
Format:

ATTACH, 1fn. =pfn, ,1fn_=pfn ,...,1fnn=pfnn/M=m,UN=username,PW=password,

2
PN=packniame,R=r,NA,RT WE.
. Parameter Description
1fn;=pfny Specifies that the one- to seven—character file name 1fn; references

direct access file pfn;y while the file is assipgned to the job. If
1fn;= is omitted, the direct access file is referenced by its
permanent file name, pfn;. User access is directly to the permanent
file; no working copy is generated.

If a local file name 1lfn; exists when this command is processed, it
is discarded (even if command processing does not complete due to an
EITOT).

The full descriptions of the following opticnal parameters (except M=m and RT) are given at
the beginning of this section.

Parameter Description
M=m File access mode requested. If M=m is omitted, M=READ is assumed.
If m is: You can: Conecurrently, other users can:

E or EXECUTE Execute the file. Read or execute the file,
(execute mode)

R or READ Read or exscute Read or execute the file.
(read mode) the file.

R or READUPT Read or execute Read or execute the file; one
(read update the file user can rewrite the file.
mode)

RA or READAPT Read or execute Read or execute the file; one
(read append the file. user can lengthen the file.
mode)

RM or READMDT Read or execute Read or execute the file; one
{read modify the file. user can lengthen or rewrite
mode) the file.

1 Special care should be taken when using modes RM, RA, or RU. BSome programs do not
anticipate that one user may be updating a file while other users are reading the same
file. GSpecifically, CRM/AAM (refer to the CYBER Record Manager Advanced Access Methods
Reference Manual) is not designed to handle concurrent reading and updating. If a program
using CRM/AAM attempts to access a file attached inm RM, RA, or RU mode while a second
program using CRM/AAM is accessing the file in M, A, or U mode, one or both programs may
be aborted with an error message stating that the file was ruined. In fact, the file may
still be intact, but CRM cannot guarantee this and does not allow the access.
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Parameter

[IN=username
Py=password
PN=packname
R=r

NA

RT

Description
If m is: You can: Concurrently, other users can:
U or UPDATE Read, execute, or Read or execute the file,

(update mode) rewrite the file,

A or APPEND Read, execute, or Read or execute the file.
(append mode) 1lengthen the file.

M or MODIFY Read, execute, Read or execute the file.
{modify mode) lengthen, or re-
write the file.t

W or WRITE Read, execute, No access allowed.
{write mode) lengthen, rewrite,

or shorten the

file.

You cannot change the file unless you attach it in update, append,
modify, or write mode., Refer to table 10-1 for the access mode
granted when the file is already attached by another user.

If the file is attached in update, append, modify, or write mode, the
current date is recorded as the last modification date even if the
file is not altered.

Specifies the user name. Specified if the permanent file(s) is in
another user”s catalog.

Specifies the file password. Specified if UN=username is specified,
and if the permanent file has a password.

Specifies the auxiliary device name. Specified if the permanent
file(s) resides on an auxiliary device.

Specifies the device type. GSpecified if a removable auxiliary device
on a device type other than the installation~defined default is used.

Specifies the no abort option. If NA is specified, processing errors
do not terminate the job; the job alsoc waits for the mounting of disk
packs and busy files.

Specifies the real-time processing option. If RT is specified, the
job continues processing after requesting staging of a file from
alternate storage to disk. If staging is not required (the file is
already resident on disk)}, the file is assigned to the job. If the
File must be staged, you must issue a second ATTACH command to assign
the file te the job,.

If RT is omitted and the file resides only on alternate storage, job
processing is suspended while the file is staged to disk and assigned
to the job. ¥For more information om alternate storage, refer to
Alternate Storage in section 2. :

t You cannot rewrite the file using the copying commands described in section 9. To rewrite
the file while in modify or update mode, you must write your own program using the REWRITE
macro (refer to Volume 4, Program Interface).
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Parameter Description

WB Specifies the wait-if-busy option. WB causes the job to wait for the
mounting of disk packs and busy files.

If an auxiliary device has been previously specified by a PACKNAM command, the system
attempts to find pfnjy on the auxiliary device rather than on a family device.

In the first column of table 10-1 is the access mode in which the first user attached a
direct access file. The remaining columns are the access modes that may be requested by
another user. At the intersection of the row and column is the access mode granted to the
other user (assuming the user has the appropriate access permission). Busy means that the
other user is sent a message that the file is busy and the job step is aborted unless NA or
WB is specified.

Assuming that no user has the file attached in append, update, modify, or write mode, 16380
users can attach the file concurrently (4095 in read mode, 4095 in read append mode, #4095 in
read update mode, and 4095 in read modify mode). 1If a user has the file attached in append
mode, 8190 other users can attach the file (4095 in read append mode and 4095 in read modify
mode). If a user attaches the £ile in update mode, 8190 other users can attach the File
(4095 in read update mode and 4095 in read modify mode). 1If a user has the file attached in
modify mode, 4095 other users can attach it in read modify mode. If a user has the file
attached in write mode, no other user can attach the file.

Table 10-1. Access Mode Granted When Attaching a Currently Attached Direct Access File

Mode in Which Access Mode Requested by Anmother User

First User
Attached File |Write Modify | Append | Update Read Read Modify | Read Append Read Update Execute

Write Busy Busy Busy Busy Busy Busy Busy Busy Busy
Modify Busy Busy Busy Busy Busy Read Modify Busy Busy Busy
Append Busy Busy Husy Busy Busy Tead Medify Read Append Busy Busy
Update Busy Busy Busy Busy Busy | Read Modify | Busy Read Update Busy
Read Busy Busy Busy Busy Read Read Modify Read Append Read Update Execute

Read Modify Busy Modify ‘| Append | Update { Read | Read Modify |Read Append |Read Update |Execute

Read Append Busy Busy Append Busy Read | Read Modify | Read Append Read Update |Execuke
Nead Update Busy Busy Busy Update Read Read Modify Rezad Append Read Update Execute
Execute Busy Busy Busy Busy Read | Read Modify | Read Append Read Update |Execute
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CATLIST COMMAND

The CATLIST command lists information about your permanent files or the permanent files you
can access in the catalogs of other users. For interactive terminals operating in screen
mode, the system automatically rveformats CATLIST output according to the page length set for
your terminal.

Format:

CATLIST,LO=p,FN=pfn,UN=username, PN=packname ,R=t ,DN=dn,NA,L=1fn,WB.

10-10

Parameter

Description

LO=p One of the following list options. If LO is omitted, LO=0 is assumed.

Description

Lists pertinent information about the file specified by
the FN=pfn parameter. If you do not specify an TFN=pfn
parameter, the system lists information about each file
in your catalog. An example of this list option is
given following the parameter descriptions.

If you specify an alternate user name (UN=username}, you
receive a listing of files you can access in the other
user”s catalog; however, the only files listed are those
that the owner has explicitly permitted to be listed
{using the AC parameter on a GCHANGE, DEFINE, or SAVE
command). The passwords for files in another user”s
catalog are not listed. Passwords must be obtained from
the file owner. In addition, charge and project number
information also is not listed in an alternate user
CATLIST unless the calling user has system origin
privileges.

Lists the access permissions granted for the file
specified on the FN=pfn parameter. If a user name is
also specified (UN=username), only the file permission
granted to that user is listed.

The user names listed include those that have been
granted explicit permission to access the file (private
files only) and those that have accessed the file
through implicit permission (semiprivate files only).
(User names are not recorded for accesses to public
files.) An asterisk follows the user name/permission
mode if explicit permission has been granted this user.
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Parameter

FN=pfn

UN=username
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Description
p Description

0 (zero) Lists alphabetically the names of the indirect access
files and direct access files in your catalog. If you
specify a user name (UN=username), vou receive a list of
the files you can access in the other user”s catalog.

A file name surrounded by parentheses indicates that the
file resides on alternate storage rather than on disk.

An asterisk preceding a file name indicates an error
status is set in the catalog entry for the Eile. The
cause of the error may be one of the following.

° EOI was altered during mass storage recovery.
e Error exists in file data or permit entries.

To clear an error status flag, refer to CHANGE Command
in this section.

P Lists only the user names of ugers who have access to
the specified private file or who have accessed the
specified semiprivate file. This option requires that a
file name be specified (FN=pfn).

X Lists the security access categories assoclated with the
file specified on the FN=pfn parameter as well as the
information returned by the LO=F parameter. You must
specify the FN=pfn parameter if you specify LO=X.

Specifies the permanent f£ile name. This parameter is required when
listing access permission data (when LO=FP or LO=F is specified).

If FN=pfn and LO=0 are specified, a message indicates whether or not
the file is found ia your catalog. If FN=pfn, LO=P, and UN=username
are specified, a message indicates whether or not permission to access
that file has been granted to that user name (username FOUND, ).

If pfn contains ome or more asterisks, the CATLIST command lists
catalog information for the subset of files whose names match except
where the asterisks appear. For example, FN=#%#*0PL lists all
gix—character file names ending in OPL. The asterisk is inmvalid when
listing permit information with the LO=FP and LO=P list options.

Specifies the user name. This parameter has two purposes.

L) For list options LO=F and LO=0, it specifies the alternate
catalog for which you desire catalog information.

. For list options LO=FP and LO=P, it requests the permission
information recorded for the specified alternate user.

When the short list options, LO=0 and LO=P, are specified, a message
informs you whether or not the file or user name has been found.
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Parameter

PN=packname

R=r

DN=dn

NA

L=1fn

WB

Example 1:

Description

Specifies the auxiliary device name. This parameter specifies that
CATLIST should use the catalog information on the named auxiliary
device.

Specifies the device type on which the permanent file catalog
reslides. R=r is used with the PN and NA parameters (refer to the R
parameter description at the beginning of this section).

Specifies the device number assigned to a device at system
initialization. 1If specified, the CATLIST command lists catalog
information from that device.

Specifies the no abort option. If NA is specified, processing errors
do not terminate the job. Do not specify both NA and WB.

Specifies the output file name. 1fn is the name of the file assigned
to the job on which CATLIST information is writtem. IFf L=1fn is
omitted, the system assumes L=0UTPUT.

1fn is not rewound before or after the CATLIST operatipn.

Specifies the wait-if-busy option. WB causes the job te wait for the
mounting of disk packs. Do not specify both NA and WB.

Listing of current files in the catalog of STUDENT. The command is entered by user STUDENT
in the form: CATLIST (it is not necessary to specify the LO=0 option since it is the

default value).

CATALOG OF STUDENT

FM/NOSHOP yy/mm/dd. hh.mm.ss.

INDIRECT ACCESS FILES

ADD {EXANM?
CAPITAL FIND

GRADES Ib MODIFYZ (RESE® XX
*HEROFTN LIST PRIME T

DIRECT ACCESS FILES

(DIRFILE) DRFILE 7TV

11 INDPIRECT ACCESS FILES ON DISK. TOTAL PRUS = 14.
2 DIRECT ACCESS FILES ON DISK. TOTAL PRUS = 2.
2 INDIRECTS ON ALTERNATE STORAGE. TOTAL PRUS = 2
1 DIRECT ON ALTERNATE STORAGE. TOTAL PRUS = 2.

An asterisk preceding a file name indicates error flag set. A file name surrounded by
parentheses indicates that the file resides on alternate storage rather than on disk.

10-12
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Example 2:
Listing of current files that begin with the letters PROC in the catalog of FREE(Q07. The
command 1s entered by user FREEOO7 in the form: CATLIST,FN=PROCk#%,
CATALOG OF FREEQDO7 FM/NOSCLSH yy/mm/dd. hh.mm.ss.
FILE NAME PROCH#*
INDIRECT ACCESS FILES
PROCART  PROCFIL  PROCT PROCTA

4 INDIRECT ACCESS FILES ON DISK. TOTAL PRUS = 15.

Example 3:

Listing of alternate users that have accessed file PRIME in the catalog of STUDENT. The
command is entered by user STUDENT in the form: CATLIST,LO=P,FN=FRIME.

CATALOG OF STUDENT FM/NOSCLSH yy/mm/dd. hh.mm.ss.
FILE NAME PRIME
USER NAMES

CMK2011 JLX2015 KXK&277

3 USERS

Example 4:

Listing of current files in the catalog of SMITH. The command is entered by user SMITH in
the form: CATLIST,LO=F,.

CATALOG OF SMITH FM/NOSHOP vyy/mm/dd. hh.mm.ss. PAGE 1
FILE NAME FILE TYPE LENGTH DN CREATION ACCESS DATA MOB
PASSWORD COUNT PERM. SUBSYS DATE/TIME DATE/TIME DATE/TIME

EXPIRES LEVEL PR BR AC RS
CHARGE NO. PROJECT NUMBER

1 CATX IND. PRIVATE 1 B84/04/19. 84/04/20. B4/04/19.
1 READ 09.10.23. 08.30.16. 09.10.23.
LVLO N Y N D
2222 PRJ2201
2 TESTLIB DIR. PUBLIC 1 41 B4/04/19. B4/D4/19. BA/OA[19.
0 WRITE 09.11.05. 09.11.05. 09.11.05.
LVLO N Y Y D
2222 PRJ2201
1 INDIRECT ACCESS FILE ON BISK. TOTAL PRUS = 1.
1 DIRECT ACCESS FILE ON DISK. TOTAL PRUS = 1.

YAn asterisk preceding a file name indicates that the error flag is set.
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Column headings are printed when the LO=F or LO=X parameter is specified. For CATLIST
listing files not conneeted to a terminal, you can control the priant density and page length
using the SET command and the PL and PD symbolic names.

The folleowing are the column headings and their meanings.

Heading
FILE NAME

FIL# TYPE
LENGTH

DN

PASSWORD

COUNT

PERM.

SUBSYS

CREATION
DATE/TIME

ACCESS
DATE/TIME

DATA MGD
DATE/TIME

EXPIRES

LEVEL

PR

10-14

Meaning
Permanent file name.

The permanent file type, direct access (DIR) or indirect access {IND),
tollowed by the file permit category (PRIVATE, SPRIV, or PUBLIC).

Length of the file in decimal PRUs.

Device number of the mass storage device on which the direct access
file is stored. If the file resides oo the master device, this field
contains an asterisk.

File pazsword. It is mot listed if the file belongs to another user.
If the system 1s a secured system and if the file has an access level
higher than that of your job, a series of seven asterisks (HhkrrFR)
teplaces the file password.

The number of times the file has been accessed.

Permission mode allowed the user. The entry is WRITE, MODIFY, APPEND ,
UPDATE, READ, READMD, READAP, READUP, EXECUTE, or NULL.

Interactive subsystem associated with the file. The possible entries
are FORT., FINTS, BASIC, EXEC., and BATCH. If this field contains no
entry, & subsystem is not associated with the file (null).

File creation time and date in the following format.

yy/mm/dd.
hh.mm.ss.

Time and date of the last access to the file.
Time and date of the last modification of the file data.

The expiration date of the file password. It is not listed if the
file does not have a password, the password does not expire, or if the
file belongs to another user.

The security access level of the file. On a secured system, it is
always listed if the file belongs to you. On an unsecured system, it
is only listed if the level is not null (an assignment has been made)
and the file belongs to you.

Preferred residence for this file. The possible values are L, D, M,

N, and T. For more information, refer te the description of the PR
parameter at the beginning of this sectien.

60459680 J



Heading

BR

AC

RS

CHARGE NO.

Meaning

Requested backup copy for this file. Y means tape backup, MD
means alternate storage or tape backup, and N means no backup
required. Tor more information, refer to the description of the
BR parameter at the beginning of this section.

Alternate CATLIST permission. Specifies whether alternate users
may obtain information about the file using CATLIST. Y means that
information on this file will appear im an alternate user”s
CATLIST display; N means that an alternate user cannot get
information on this file,

Actual residence of the file. The possible values are D, DC, DT,
DCT, CT and T. 1If a b is present, a copy of the file exists on
disk. If a C is present, a copy of the file exists on cartridge
alternate storage (MS5E). If a T is present, a copy of the file
exists on tape alternate storage. For more infermation, refer to
Alternate Storage in section 2.

Charge number associated with the file.

PROJECT NUMBER Project number associated with the file.

CHANGE COMMAND

The CHANGE command changes certain characteristies of a permanent file. The file need not
be assigned to the joh.

Format:

CHANGE,nfn)=ofn;,nfng=ofng,...,nfny=ofn,/PW=password, CT=ct ,M=m, BR=br, PR=pr,
§5=subsystem, PN=packname,R=r,NA,CE,WB,XD=expiredate,XT=expireterm,AC=ac,CP.

Parameter

nfnj=o0fny

Description

Specifies the file name nfn; replaces old permanent file name ofnj.
If no name change 1s desired, only ofnjy is specified.

The full descriptions of the following optional parameters (except CE and M=m) are given
at the beginning of this section.

Parameter

PW=password

Cl=ct

M=m

60459680 J

Pescription

Specifies the new password. If PW=0 is specified, the CHANGE command
clears the old password without setting a new password.

Specifies the new permit category for the file. Entries are P, PR, or
PRIVATE for private; 5 or SPRIV for semiprivate; and PU or PUBLIC for
public.

Specifies the new alternate user permission mode for semiprivate and
public files. For direct access files, refer to the permission modes
described in the DEFINE command deseription; for indirect access
files, refer to the permission modes described in the SAVE command
description.
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Parameter Desecription

BR=br Specifies the new backup copy selection; entries are Y (tape), MD
(alternate storage), and N (no backup).

PR=pr Specifies the new preferred residence; entries are M (alternate
storage) and N {(no preference).

S5=gubsystem ©Specifies the new interactive suhsystem to be assoeiated with the
file; entries are BASIC, BATCH, EXECUTE, FORTRAN, FINTS, and KULL.

PN=paclkname Specifies the auxiliary device on which the file resides, This
parameter cannot specify a new file residemnce,

R=r Specifies the device type on which the file resides. This parameter
cannot specify a new file residence.

NA Specifies the no abort option. TIf NA is specified, processing errors
do not terminate the job.

CE Clears file error code. It clears the recovery error field in the
cataleg entry. If the job is system origin, it also clears the
alternate storage file errors.

WB Specifies the walt—if-busy option. WB causes the job to wait for the
mounting of disk packs. -

XD=expiredate Specifies the new expiration date for the file password. The value
expiredate must be a six—digit string of the form yymmdd; where yy,
mm, and dd are two-digit year, month, and day designators,
respectively.

XP=expireterm Specifies the new life of the file password in days., If you specify
0, the file password expires immediately. If you specify 4095 or *,
the file password does not expire.

AC=ac Specifies whether alternate users may obtain information about the
file using CATLIST. Entries are Y {yes) and N (no). The default
value is N,

cp Specifies that the charge and project numbers for the file are to be
replaced by the charge and project numbers currently in effect for
your jobh.

COMMON COMMAND
The COMMON command accesses the system file SYSTEM.
Format:

COMMON, SYSTEM.

You must be authorized to access library files. If a file with the name SYSTEM is already
local, no action is taken. Otherwise, the system searches for a library file with that
name. If the system finds the file, it assigns the file to your job as a library type file.
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DEFINE COMMAND

The DEFINE command creates an empty direct access permanent file. It can also change a file
of the local file type into a direct access file. 1In this case, the File must reside on a
device on which you can place direct access files (refer to secondary masks and MSAL CMRDECK
entries in the NOS 2 Analysis Handbook or contact site personnel). When you create a file
using the DEFINE command, the file is automatically saved under the charge number and
project number currently in effect for your job.

Format:

DEFINE,lfn1=pfn1,lfn2=pfn2,...,lfnn=pfnn/PW=pa55word,CT=ct,M=m,BR=br,PR=pr,
PN=packname,Rmr,S=space,NA,WB,AL=level,XD=expiredate,XTﬂexpireterm,AC=ac.

Parameter Description
1fmy=pfny The DEFINE command creates an empty direct acecess permanent file if

pfni and 1fn; do not exist. If 1fnj= is omitted, pfny .is
assumed to be the local file name and the permanent file name. Each
file name can be from one to seven characters.

If the DEFINE command defines an existing local file as a direct
access file, 1lfn; is the name of the local file, and piny is its
new permanent file name.

The full descriptions of the following optiomal parameters (except M=m and S=space) are
glven at the beginning of this section.

Parameter Description

PW=password Specifies the 1- to 7-character password that others must specify to
access the file.

CT=ct Specifies the permit category of the defined file. Entries are P, PR,
or PRIVATE for private; S or SPRIV for semiprivate; and PU or PUBLIC
for public., 1If CT=ct is not specified, CT=PRIVATE is assumed.

M=m Specifies the file access mode permitted to other users if the file is
semiprivate or public, and if explicit access permission has not been
granted to that user. If M=m is omitted, M=READ is assumed.

Other users can attach the file in the following
If mis: modes (refer to the ATTACH command description):

E or EXECUTE Execute.

R or READ Read or execute.
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Parameter

PR=pr

EN=packname

=

S=space

Description
RU or READUPY Read update, read, or execute.
RA or READAPT Read append, read, or execute.

RM or READMDBT Read modify, read append, read update, read, or
. execute. )

U or UPDATE Update.
A or APPEND Append.

M or MODIFY Modify, append, update, read modify, read append,
read update, read, or execute.

W or WRITE Write, modify, append, update, read modify, read
append, read update, rtead, or execute.

N or NULL None.

After a file is defined, it is always assigned to the job in write
mode.

Specifies the backup copy requirement; Possible values are MD {one
backup copy required), N {mo backup required), or Y {two backup copies
required). 1If BR=br is omitted, BR=Y is assumed.

Specifies the preferred file residence; possible values are D (disk
residence preferred), L {locked to disk), M {(alternate storage
residence preferred), N (no preference}, or T {tape alternate storage
residence preferred). If PR=pr 1s omitted, PR=N is assumed.

Specifies the name of an auxiliary device on which the direct access
file is to reside. If PN=packname is omitted, the file residence is
determined by the PR, R, and S5 parameters.

Specifies the device type on which the permanent file is to reside.
Specify this parameter if a removable auxiliary device with a device
type other than the installation-defined default is used. The device
must be a permanent file mass storage device on which direct access
files are allowed. If 1fny already exists on a device other than
that specified or if an invalid device type is specified, a dayfile
message so informs you. If an auxiliary device name is not specified
by the PN=packname parameter or a previous PACKNAM command, the file
is defined on a family device.

Specifies the decimal number of PRUs requested for the file. It
cannot be larger than your validation limit (refer to LIMITS Command
in section 7). If no device has the specified amount of space
available, a dayfile message so informs you.

tSpecial care should be taken when using modes RM, RA, or RU. Some programs do not

anticipate that one user may be updating a file while other users are reading the same
Specifically, CRM/AAM (refer to the CYBER Record Manager Advanced Access Methods
Reference Manual) is not designed to handle concurrent reading and updating. If a program
using CRM/AAM attempts to access a file attached in RM, RA, or RU mode while a second
program using CRM/AAM is accessing the file in M, A, or U mode, one or both programs may
be aborted with an error message stating that the file was ruined. 1In fact, the file may
gtill be intact, but CRM cannmot guarantee this and does not allow the access.

file.
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Parameter

KA

WB

Al=lavel

¥D=expiredate

XT=expireterm

AC=ac

Description

This parameter ensures that the file is assigned to a device that has
the requested space available at the time the file is defined. It
does not guarantee that the space will be available when the file is
written.

Specifies the no abort option. If NA is specified, processing errors
do not termimate the job. .

Specifies the walt—if-busy option. WB causes the job to wait for the
mounting of disk packs.

Specifies the security access level you want asssigned to the file.
Unless changed by your site, level can be ome of the following names:

LVLO, LVL1, LVL2, LVL3, LVL4, LVL3, LVL6, or LVL7
The default for this parameter is the current job access level.

Specifies the expiration date for the file password. The value
expiredate must be a six—digit string of the form yymmdd; where yy,
mm, and dd are two—digit year, month, and day designators,
respectively. You can specify this parameter only if you also specify
PW=password.

Specifies the life of the file password in days. If you specify O,
the file password expires immediately. If you specify 4095 or %, the
file password does not expire. You can specify this parameter only if
you also specify PW=password.

Specifies whether alternate users may obtain information about the
file using CATLIST. Entries are Y (yes) and N (no). The default is N.

If lin; does wot exist, the device on which pfny resides depends on the R=r and S=space

parameters.

R=r

Specified

Specified

Not specified

Not specified

S=gpace ’ File Residence

Not specified The file resides on the device of type r with the most

space available.

Specified The file resides on the device of type r with the most

space available, provided that device has as many PRUs
available as specified by the space parameter.

Specified The file resides on the device with the most space

available, provided that device has as many PRUs
available as specified by the space parameter.

Not specified The file resides on the device with the wmost space

available.

If an auxiliary device has been previously specified by a PACKNAM command, the file resides
on that auxiliary device rather than a family device.

60459680 D
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After the DEFINE command has been processed, the new direct access file remains attached to
the job in write mode. After the file is returned, you must issue an ATTACH command to
access the direct access file. If you purge an attached direct access File, the file
remains attached to the job, although it has been removed from your permanent file catalog.
Until you return the purged file, you cannot define a direct access file having the same
local file name as the purged file.

DROPDS COMMAND

The DROPDS command releases the disk space assoclated with one or more of your permanent
files, provided that a valid alternate storage copy (on cartridge (MSE)} or tape alternate
storage) exists for each file, The local file copies of these files (if they are present)
are also returned by this command.
Format:
DROPDS,1fn;=pfn,lfny=pfnyg,...,lfn,=pfn,/PN=packnane,R=r,NA,WB.
Parameter Description
lfni=pfni Specifies that the permanent f£file disk space associated with the file
named pfni should be released. The local file named 1fni will be
returned at the same time.

If 1fnl is omitted, the name of the local file is assumed to be pfni.

The full descriptions of the following optional parameters are given at the beginniag of
this section.

Parameter Bescription

PN=packname Specifies the auxiliary device name. Specified if the permanent file
to be released resides on an auxiliary device.

R=r Specifies the device type. Specified 1f a removable auxiliary device

on a device type other than the installation-defined default is to be
used.
NA Specifies the no abort option. If NA is specified, processing errors

do not abort the job.

WB Specifies the wait—-if-busy option. The job waits for the mounting of
removable awuxiliary disk packs.
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GET COMMAND

The GET command retrieves coples of indirect access permanent files for use as local files.

Format:

GET,lfnl=pfnl,lfn2=pfn2,...,lfnn=pfnﬂ/UN=username,Pw=password,PN=packname,

R=r ,NA,RT,WB.
Parameter

1fni=pfny

The full descriptioas
this section.

Parameter

UN=usernams

PW=password
PN=packname

R=r

Na

RT

WB

60459680 J

Description

Specifies the local file name lfn; given the retrieved copy of
indirect access permanent file pfnj. IE 1fny= 1s omitted, the
local copy of the permanent file is called pfn;j. If no files are
named, the system uses the primary file name for the permanent file.

of the following optional parameters are given at the beginning of

Description

Specifies the user name. Specified if the permanent file(s) is in
another user”s catalog. You must have permission to read or execute
the file(s) (refer to SAVE Command in this section). If only execute
permission has been granted, the file is retrieved in execute-only mode.

Specifies the file password. Specified if UN=username is specified,
and if the permanent file has a password.

Specifies the auxiliary device name. Specified if the permanent
file(s) resides on an auxiliary device.

Specifies the device type. GSpecified if PN=packname is specified, or
if a PACKNAM command has been processed and the device type is other
than the system default.

Specifies the no abort option., If NA is specified, processing errors
do not terminate the job.

Specifies the real-time processing option. If RT is specified, the
job continues processing after requesting staging of a file from
alternate storage to disk. If staging is not required (the file is
already resident on disk), the file is assigned to the job. I the
file must be staged, you must issue a second GET command to assign the
file to the job.

1f RT is omitted and the file resides only on alternate storage, job
processing is suspended while the file is staged to disk and assigned
to the job. TFor more information on alternate storage, refer to
Alternate Storage in section 2.

Specifies the wait—-if-busy option. WB causes the job to wait for the
mounting of disk packs.
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Each permanent file named must be an indirect access file. If the file, lfny, is assigned

to the job before this command is processed, it is returned. The new local file is rewound
after 1t is retrieved. More than one user can have local copies of an indirect access file
assigned to their jobs simultaneously.

If your current primary file is specified as an 1fn on the command, a copy of the associated
permanent file, pfn, becomes the primary file. The subsystem associated with the permanent
file, pfn, becomes the job”s current subsystem (refer to section 8).

If an auxlliary device has been previocusly specified by a PACKNAM command, the system
attempts to find pfnj on the auxiliary device rather than on the family device.

MFLINK COMMAND

The MFLINK commznd optlionally transfers a file to or from another mainframe or creates,
purges, or otherwlse changes the attributes of a permanent file on another mainframe. You
must be authorized to use the MFLINK command (refer to the LIMITS command).

Format:
MFLINK,1fn,S5T=1id,I=dirfile,DD=dd,EP,RT,PC=c.

Parameter 1fn is order—dependent, it must be the first parameter. If you omit 1fn, you must
have two consecutive delimiters after MFLINK. The other parameters are order—independent.

Parameter Description
1fn Specifies the optiocnal local file name to be used in any file trans-—

fers. The file name must be one to seven alphanumeric characters and
1fn must reside on disk. 1If the transfer is from the local host te
the remote host, lfn must be a local file before you enter the MFLINK
command. If the transfer is from the remote host to the local host,
MFLINK either writes over the existing 1fn, or if there is no loecal
file, MFLINK creates a new file with the name 1fn. If you omit 1fm,
but subsequent directives call for a file transfer, MFLINK uses LFILE
as the default 1fn. Some directives, such as CHANGE, PERMIT, and
PURGE (for a NOS remote host) do not require an 1fn, because they do
not cause a file transfer. MFLINK rewinds lfn before and after the
transfer.

§T=11id Specifies the logical identifier (LID) of the remote host to which
MFLINK is to send the directives record. The LID must be a
three—character string defined by your site. You must specify the ST
parameter on the first, and only the first, MFLINK command of a series
of MFLINK commands (an MFLINK session) that are for the same remote
host. The §T=1id specification remains in effect during the entire
sesgion. On subsequent MFLINK commands in the same session, any other
parameters not specified revert to their default values. The
occurrence of the ST=1id parameter on an MFLINK command initiates a
new MFLINK session with the specified remote host. Once you have
entered an MFLINK command with an ST=lid parameter, you can resume
that MFLINK session at any time during your job by entering an MFLINK
command without an 5T=1id parameter.
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Parameter

I=dirfile

DD=dd
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Pescription

Specifies the local file which contains the directives that the system
sends to the remote host. The file name must be ome to seven
alphanumeric characters. The system reads directives from the current
position on the file to the next EOR. If you specify only the keyword
I, file INPUT becomes the directives file. If you omit the I=dirfile
parameter, the system reads directives from the lines immediately
following the MFLINK command. In this case, the directives must all
begin with a prefix character and the system reads directives until it
comes to a line without the prefix character.

Specifies the data format of the file to be transferred. The DD=dd
parameter both describes the character set of 1fn on the host where it
currently resides and also specifies the character set 1fn is to have
after the transfer.

For File transfers between NOS mainframes and between NOS/BE and NOS
mainframes this parameter is effectively ignored. The file will have
the same format on both mainframes.

The interpretation of the DD=dd parameter depends on the operatiag
system(s) involved in the file transfer. The following paragraphs
describe how NOS interprets the DD=dd parameter. Tor its
interpretation by other operating systems, refer to the Remote Host
Faeility Usage manual.

On NOS, you can specify the following values for dd:

dd Description
Cé The file contains character data in a 64-character (or less)

subset of the ASCII l28-character set. The character code
of 1fn is 6-bit display code and its lines are zero-byte
terminated.

c8 The file contains character data in a larger than
64-character subset of the ASCII ]12B-character set. The
character code of 1fn is the 7-bit ASCLI code (right-
justified in 12-bit fields) and its lines are zero-byte
terminated.

us Specifies that the file contains binary data in structured
format wicth EORs and EOFs. The file is transmitted as a
continuous string of binary data, broken only by EORs and
ECTs as appropriate.

uu Specifies that the file contains binary data without EORs
and EOFs. NOS treats UU as US. If you send a file to a
non-NOS or non-NOS/BE remote host with DD=UU specified and
the file contains EORs or EOFs, the remote host may ignore
them.
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Parameter Description

If the file is character data, you do not need to specify a DD=dd
parameter. The remote host determines the format in which to
read/write the file. If you tramsfer a binary file to or from a
mainframe with a different word size than the model 170, the mainframe
may add extra bits at EORs or EOFs.

EP Specifies the error processing that emnsues if network problems cause a
loss of the connection during a file transfer. If you omit the
parameter EP, the system retries the request. The EP parameter
Inhibits this retry. The system attempts to correct data transmission
errors, regardless of the EP parameter.

RT Specifies the real-time action the system is to take when network
resources are temporarily unavailable. If you specify RT and some
network resource necessary for you to connect ko a remote host is
unavailable, MFLINK aborts without any retries. If you do not specify
RT, after an installation-defined period of time MFLINK retries until
the connection is successful.

BFC=c Specifies the prefix character for MFLINK directives. The default
prefix character is an asterisk (*), The prefix character can be any
6-bit display code character except a closing parenthesis, a dollar
sign, a period, comma, or a colon. To avoid confusion between
commands and routing directives, use caution in selecting alphabetic
characters for the prefix character.

MFLINK DIRECTIVES

The action taken by MFLINK depends on the directives you specify. You can specify directives
immediately following the MFLINK command if you prefix each directive with the prefix char-
acter. The system discards the prefix characters before forwarding the directives te the
remote host. Alternatively, you can specify a directives file with the I=dirfile parameter.
The directives in the directives file do not require the prefix character. The directives
must be commands recognized by the remote host; for example, if the remote host is a NOS/BE
system, your directives must be NOS/BE commands., NOS allows only a small subset of its
commands to be used as MFLINK directives and, further, may require some directives to have a
slightly different form or function from their command counterparts.

This section documents only those MFLINK directives valid for a NOS remote host. TFor other
remote hosts, refer to the Remote Host Facility Usage manual,

NOS, as a remote host, processes directives of up to 80 characters. A direective longer than
80 characters terminates the processing of the current directives record. A diresctive can
span more than one line as long as it does not exceed the B0-character limit, You indicate
that the next line is a eontinuation line by ending the current line with a comma.
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The MFLINK directives [all into the three categories of recovery directives, file transfer
directives, and file alteration directives as follows:

Recovery File Transfer File Alteration
USER APPEND CHANGE
CHARGE ATTACH PERMIT

DEFINE PURGE
GET PACKNAM
REPLACE

SAVE

Recovery directives are directives that a host must send a remote host any time you initiate
or resume an MFLINK session. File transfer direetives are directives that transfer a file
from one host to another. There can be only one file transfer directive in a given direc-
tives record.

The directives operate in a manner similar to that of their NOS command counterparkts. One
exception is the function of the NA keyword.

The NA option on an MFLINK directive works im a manner very similar to the NA option on NOS
permanent file commands. The main difference is that the system does not suspend MFLINK
processing indefinitely while it waits for a temporary error condition to clear. If APLO
{removable pack option) is set to NONZERO (refer to the description of COMSPFM parameters in
the Installation Handhook) and the temporary error condition persists beyond an
installation—defined timeout period, MFLINK issues a message indicating that the timeout
oceurred and then continues. Tf APLO is set to ZERO, MFLINK will not wait for a pack to be-
mounted but will continue immediately. :

The following directive descriptions show the format of each directive and describe the func—
tlon of each directive whose function differs from that of its NOS command counterpart.

APPEND Directive
The APPEND directive adds the file specified on the MFLINK command (1fn) to the end of pfn.
Format:

APPEND, pfn/UN=username ,PW=password,PN=packname ,R=r,NA,WB.
ATTACH Directive
The ATTACH directive retrieves a copy of pfn from the remote host and makes that copy a
temporary file with the name specified on the MFLINK command. No interlock is maintained
between lfn and pfn, except during the file transfer (as if M=READ had been specified).
Format:

ATTACH, pfn/UN=username,PW=password,PN=packname,R=r ,NA,RT,WR.
CHANGE Directive
The CHANGE directive operates the same as the NOS command.
Format:

CHANGE , nfn=ofn/PW=password,CT=ct ,M=m,BR=br,PR=pr, PN=packname,
R=r,NA,CE,WB,XD=expiredate,XT=expireterm,AC=ac,CP.
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CHARGE Directive

The CHARGE directive operates the same as its NOS command counterpart, including the
handling of default charges.

Format:
CHARGE, chargenumber, projectnumber.

If the CHARGE directive is required, it must immediately follow the USER directive.

DEFINE Directive
The DEFINE directive creates a direct access file named pfn on the remote host and copies
onto it the file specified by 1lfn on the MFLINK command. There is no provision to copy over
an existing direct access file; you must purge the existing file. No interleck is
malntained between 1fn and pfn, except during the file transfer (as if M=READ had been
specified).
Format:

DEFINE, pfn/PW=password,CT=c,M=m, BR=bhr,PR=pr, PN=packname,R=r,S=space,NA,WB,

Al=level ,XD=expiredate,XT=expireterm,AC=ac.

DROPDS Directive

The DROPDS directive releases the current copy of a permanent file from mass storage when a
backup copy has been saved on a storage device.

Format:

DROPDS, pfu/PN=packname,R=r,¥A, WB.

GET Directive

The GET directive retrieves a copy of a permanent file from the remote host and gives it the
name 1fn, specified on the MFLINK command.

Format:

GET,pfn/UN=username ,PW=password, PN=packname,R=r,NA,RT,WB.
PACKNAM Directive
The PACKNAM directive operates the same as its NOS command counterpart. If you use the
PACKNAM directive, it must precede any file transfer directive in the same directives
record. The PACKNAM directive only applies to the directive record in which it appears.
Format:

PACKNAM, PN=packname ,R=r.

or

PACKNAM, packname,R=r,
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If you are authorized to access auxiliary devices, you can always access files on an
auxiliary device that is already mounted. If you attempt an MFLINK access of a file on an
unmounted auxiliary device, you get a DEVICE UNAVAILABLE message unless your site has
enabled the wait-for-unmounted-device installation option. If this option is present on
more than one mainframe in an RHF network, a deadleck situation is possible. If such a
deadlock occurs, MFLINK would time—out the connection as discussed previously.

PERMIT Directive

The PERMIT directive operates the same as its NOS command counterpart.

Format:

PERMIT, pfn,username=m/PN=packname,R=r ,NA,WB,XD=expiradate, XT=expireterm.

PURGE Directive
The PURGE directive operates the same as its NOS command counterpart.
Format:

PURGE, pfu/UN=username, PW=password,PN=packname,R=r,NA,WB.

REPLACE Directive

The REPLACE directive replaces pfn on the remote host with file 1fn, as specified on the
MFLINK command.

Format:

REPLACE, pfn/UN=username, PW=password, PN=packname , R=r,NA, WB.

SAVE Directive

The SAVE directive creates an indirect access file named pfn on the remote host and copies
onto it the file specified by 1fn on the MFLINK command.

Format:
SAVE,pfn/PW=password,Cl=ct,M=m,BR=br,PR=pr,PN=packname,R=r,NA,WB,AL=1evel,
XD=expiredate,XT=expireterm,AC=ac.
USER Directive
The USER directive specifies validaticn information for the remote host. It operates the
same as its NOS command counterpart. The USER directive must be the first directive

associated with an MFLINK command that has ST=1id specified. You do not need to specify
this directive at any other time.

Format:
USER,username, password,familyname.

If the remote host is a NOS Versiom 2.2 or higher system, the password specified must be the
batch password.
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INTERACTIVE USE OF MFLINK

When you use MFLINK in an interactive job, the system obtains the directives in one of the
following ways:

[ If you specify I=dirfile on the MFLINK command, the system reads the local file

named dirfile, 1If dirfile is assigned to the terminal, the system prompts the
terminal using the prefix character.

. If you omit the I=dirfile parameter, the system alsc prompts the terminal using the
prefix character, If the MFLINK command is part of a procedure, the system reads
the lines immediately following the command. TIf the first line following the
command does not begin with the prefix character, the system prompts the terminal.

When reading from the terminal, the system prompts for directives until you enter an empty
line (only & carriage return) or the prefix character in response to a prompt. The system
then sends the directives (minus the prefix character) to the remote host. The remote host
responds with messages indicating the success or failure of the operations.

Any time you enter an MFLINK command that has the ST=lid specified, the system initiates a

new MFLINK session. If you enter the command without the ST=1id parameter, the system
resumes the session with the remote host currently connected.

Examples: (NOS to NOS)

l. Assume you are at mainframe MFB. To transfer a file from mainframe MFA to MF8 and
purge it on MFA, you must enter commands and directives similar to the followlng:

MFLINK, NEWF ILE , ST=MFA.
*USER, XYX, ABC.
*ATTACH, OLDF ILE /PN=USER.
*PUR GE, OLDF ILE/PN=USER.

2. Apsume you are on mainframe MFB. To transfer four files from mainframe MFA, enter
commands and directives similar to the following:

MFLINK, FILE1, ST=MFA, I=DIRECTS.
MFLINK,FILE2,I=DIRECTS.
MFLINK, FILE3, I=DIRECTS.
MFLINK,FILE4,I=DIRECTS.

The file DIRECTS has the following ceontents:

USER,XYZ,ABC.

CHARGE ,1234,345N355.
GET,LFN1.

-EOR-

GET,LFN2.

~EOR-
ATTACH,PFN1/PN=USER.
~EQR=

ATTACH,PFNS.

-E0I-
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OLD COMMAND

The OLD command retrieves a copy of an indirect access permanent file and makes it the
primary file.

Format:

OLD,lfn=pEn/UN=username, PW=password ,PN=packname,R=r ,NA,ND,WB,RT.

Parameter

lfn=pfn

Description

Specifies the one- to seven—character file name 1fn given to the
primary file copy of indirect access permanent file pfn. If lfn= is
omitted, the primary file is named pfn.

The full deseriptions of the following optional parameters (except ND) are given at the
beginning of this section.
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Parameter

UN=username
PW=password
PN=packname
R=r

NA

ND

RT

Description

Spacifies the user name. Specified if the indirect access permanent
file is in another user”s catalog.

Specifies the file password. GSpecified if UN=username is specified,
and if the permanent file has a password.

Specifies the auxiliary device name. Specified if the permanent file
resides on an auxiliary device.

Specifies the device type. Specified if an auxiliary device of a
device type other than the installation—defined default is to be used.

Specifies the no abort option. If NA is specified, processing errors
do not terminate the job.

Specifies the no drep option. If ND is specified, OLD changes the
former primary file into a lecal file, but does not return any files.
If ND is omitted, OLD returns all files that do not have checkpoint or
no—auto—drop status,

Specifies the wait-if-busy option. WB causes the job to wait for the
mounting of disk packs.

Specifies the real-time processing option. If RT is specified, the
job continues processing after requesting staging of a file from
alternate storage to disk. 1If staging is not required (the file is
already resident on disk), the file is assigned to the job. If the
File must be staged, you must issue a second OLD command to assign the
file to the job.

If RT iz omitted and the file resides only on alternate storage, job
processing iz suspended while the file is staged to disk and assigned
to the job. For more information on alternate storage, refer to
Alternate Storage in section 2.
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If an auxillary device has been previously specified by a PACKNAM command, the system
attempts to find the permanent file, pfm, on the auxiliary device rather than on the family
device.

If you do not specify the ND parameter, the system releases all files assigned to the job,
except those with checkpoint or no-auto-drop status. Certain system files (for example,
Z222Z2C0, ZZZZZCl, ZZZZZC2, and ZZZZZLD) always have no-auto-drop status. You can give any
local file this status by using the SETFS command. A copy of the inmdirect access permanent
file named on the QLD command becomes the primary file. The primary file is positioned at
its BOI.

The primary file is rewound before every job step. Therefore, the file positioning commands
have no effect on the primary file. Alse, when two commands are issued to write on the

primary file, the second writes over the data written by the first because the primary file
is rewound between commands.

PACKNAM COMMAND

The PACKNAM command directs subsequent permanent file requests to the specified aumxiliary
device.

Format :
PACKNAM, PN=packname,R=r.
or

PACKNAM, packname,R=1.,

or
BACKNAM.

Parameter Description

PN=packname Specifies the one- to seven-character identifier of the
auxiliary device to be accessed in subsequent permanent file
commands .

=T Specifies the device type of the auwxiliary device speecified
by packnam.

You specify this parameter if you want to use a Temovable
auwiliary device whose device type differs from the
installation-defined default.

If you do not specify this parameter for a nondefault type
pack, you must specify this parameter on each subsequent
permanent file command.

A full deseription of this parameter appears at the beginning
of this section.
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PACKNAM allows you to omit the PN=packname parameter on command requests for files that
reside on the specified auxiliary device. However, to request permanent files on another
auxiliary device, you must specify the PN=packname parameter on the file request or enter
another PACKNAM command before the request (you must also specify the R=r parameter if the
device type is different). Refer to Mass Storage File Residence in section 2 for
information concerning auxiliary permanent file devices.

You can access permanent files residing on the family system devices while the PACKNAM
request is in effect by specifying PN=0 on permanent file commands. To clear the effect of
a PACKNAM command, include a PACKNAM command in either of the following formats.

PACKNAM.

or

PACKNAM, PN=0.

PERMIT COMMAND

The PERMIT command explicitly permits another user to access a private file in your
permanent file catalog. The PERMIT command can also change the mode in which another user
can access a semiprivate file.

Format:
PERMIT,pfn,usernamelzml,usernamez=m2,...,usernamenamn/PN=packname,R=r,NA,WB,
XD=expiredate,XI=expireterm.
~Parameter Description
pfn Name og the private or semiprivate file for which access permission is
granted.

usernamej=m; Specifies that user name username; is granted the access permis-
sions indicated by access mode my. If m; is omitted, the read
access mode is assumed. If my is NULL, the user is explicitly
denied permission to access the file. For the available access modes,
refer to DEFINE Command or SAVE Command in this section.

The full descriptions of the following optional parameters are given at the beginning of
this section.

Parameter Description

PN=packname Auxiliary device name. Specified if the permanent file resides on an
auxiliary device.

R=r Device type. Specified if a removable auxiliary device on a device
type other than the installation-defined default is te be used.
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Parameter Description

NA No abort option. If NA 1s specified, processing errors do not
terminate the job.

WB Specifies the walt—i1f-busy option. WB cauges the job to wait for the
mounting of disk packs.

XD=expiredate Specifies the expiration date for the file permit. The value
expiredate must be a six—digit string of the form yymmdd; where yy,
mn, and dd are two—digit year, month, and day designators,
respectively.

IT=expireterm Specifies the 1ife of the file permit in days. If you specify 0, the
: file permit expires immediately. If you specify 4095 or %, the file
permit does not expire.

PURGALL COMMAND

The PURGALL command purges all permanent files in your cataleog that satisfy the criteria
specified by the parameters.

Format:

PURGALL, TY=ty,CT=ct ,AD=ad ,MD=md , CD=cd , AF , TM=tm, DN=dn, PN=packname,R=r ,NA ,WB.

Parameter Description
TY=ty Specifies the file type to be purged.
ty Action
I or INDIR Purges all indirect access files.
D or DIRECT Purges all direct access files.
A or ALL Purges all files.

If this parameter is omitted, but other parameters are specified, the
system agsumes ty 1s ALL. To purge all files 1f no other parameters
are gpecified, you must specify TY=A.

CT=ct Specifies the permit category to be purged. Fntries are P, PR, or
PRIVATE for private; S or SPRIV for semiprivate; and PU or PUBLIC for
public. .

AD=ad Specifies the last acecess date; irs format is yymmdd. All fileg last
accessed before this date are purged, unless the AF parameter is
specified.

MD=md Specifies the last modification date; 1ts format is yymmdd. All files
last modified before this date are purged, unless the AF parameter is
speclified.
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Parameter

CD=cd

AF

TM=tm

DN=dn

PN=packnane

WB

Deseription

Specifies the creation date; its format 1is yymmdd. All files created
before this date are purged, unless the AF parameter ig epecified.

Specifies that files accessed after the date apeclfied by the AD=ad
parameter, modified after the date specified by the MD=md parameter,
or created after the date specified by the CD=cd parameter are purged.

Specifies the time of day on the date specified by the AD, MD, or CD
parameter; its format is hhmmss.

Specifies the device number assigned to a device durlng system
initialization. Only files on that device are purged.

Specifies the name of the auxiliary device con which the files to be
purged reside. The PN parameter cannot be specified if a device
number is specified (DN=dn).

Specifies the type of auxiliary device on which the files to be purged
reside. The R parameter camnnot be specified if a device number is
specified {(DN=dn).

Specifies the no abort option. If the specified auxiliary device is
not available, the job is suspended until it becomes available.

Specifies the wait-i1f-busy option. WB causes the job to wait for the
mounting of disk packs.

To purge all files in your catalog, you must enter:

PURGALL, TY=A.

AF, CT, DN, NA, R, TY, TM, and one date (either AD, MD, or CD) can be entered on a single

PURGALL command.

PURGE COMMAND

The PURGE command names files to be removed from the permanent file device.

Format:

PURGE:anl,pfnz,...,pfnn/UN=username,PW=password,PN=packname,R=r,NA,WB.

Parameter

pfng
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Description

Specifies the name of a permanent file to be purged. If no file is
named, and if a permanent file exlsts that has the same name as the
primary file, that permanent file is purged; the primary file remains
assigned to the job.
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The full descriptions of the following optional parameters are given at the beginning of
this section.

Parameter Description
UN=username Specifies the user name. Specified if the file(s)} to be purged is in
another user’s cataleog. To purge a file, you must have write

permission for that file.

PW=pamsword Specifies the file password. Specified if UN=username is specified,
and 1f the permanent file to be purged has a password.

PN=packname Specifies the auxiliary device name. Specified if the permanent file
resides on an auxiliary device.

R=r Specifies the device type. Specified if a removable auxiliary device
on a device type other than the installation-defined default 1s to be
usged.

NA Specifies the no abort option. If NA ig specified, processing errors

do not terminate the job.

WB Specifies the wait—1f-busy option., WB causes the job to walt for the
mounting of disk packs and busy files.

When a PURGE command is issued for any direct access file, the file ig purged and the
permanent file cataleg is altered accordingly. However, 1f the direct access flle is
attached to a job, it remains attached tc the job until you return it.

RECLAIM COMMAND

The RECLATM command performs a number of functions related to the transfer of NOS files
between your Jjob and a dump file. The dump file can be a magnetic tape or a mass storage
(disk) file. Using RECLAIM you can selectively dump local or permanent files, retrieve
files from a dump file, and 1ist informatlon about files previously dumped to tape or mass
storage.

RECLATM provides you with an easy way of making backup coples of loecal files or of direct
and indirect access permanent files. It also gives you greater control over the size of
your permanent file disk space. RECLAIM can be entered from a batch or interactive job.

Dumped files can be reloaded as local or permanent files. Reloaded permanent files have the
same permlssions, modes, permit categorles, and so forth that they had when dumped. Note,
however, that file history information for reloaded files (that is, file creation date, last
date modified, last date accessed, etc.) is set to the date and time of loading. Files can
be reloaded from tape by the file owner or by an alternate user.

Information about dumped files (such as file name, dump date, tape VSN, dump number, and so
forth) can be stored in a dump database. This database is maintained as a direct access
file in your permanent file catalog. RECLAIM automatically creates a dump databsse when you
enter a DUMP directive unless you specify that you do not want a database for the dump
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{using the DB=0 parameter). If you do not specify a name for the database, RECLAIM uses the
default name RECLDB. To get information on individual files in the database, enter a
RECLAIM command with the LIST directive,.

Multiple users can share a dump database, For example, alternate users can access a
database in your catalog by entering a RECLAIM command specifying your database file name
(on the DB parameter) and your user name (on the UN parameter). As with any other permanent
file, alternate users must have WRITE permission to access and use your database file.

MAGNETIC TAPES

As previously mentioned, you can use RECLAIM to dump or retrieve files to or from magnetic
tapes as well as mass storage media. You should be aware of the following speclal rules
that apply when using tapes with RECLAIM:

e You do not need to enter a REQUEST command for RECLATM dump tapes. RECLAIM issues
its own REQUEST command internally when you enter a COMPACT, DUMP, LOAD, or COPY
directive (RECLAIM directives are described below). RECLAIM uses the default
parameter values for the REQUEST command.

Since RECLAIM issues the REQUEST command
internally, you must be prepared to wait for
the tape mouat if you enter a COMPACT, DUMP,
LOAD, or COPY directive from an interactive
job. Other alternatives are to submit the
RECLAIM command from a batch job or to
detach your interactive job using the Detach
(ctD) command.

e RECLAIM dump tapes must be labeled; unlabeled tapes are not permissible.

- If you enter a LOAD, COPY, or LIST directive for a tape that is not already defined
to the RECLATM database, RECLAIM reads the entire tape and adds all files on the
tape, or all files wmatching the specified user index if the UI processing option is
specified, to the database. This feature lets you add the entire contents of a tape
to the database without having to name each file individually.

e The tdpe processing options listed under Processing Optilons in section 12 are valid
for RECLAIM tapes. Processing options are specified with the PO option.

e The permanent file tapes are writtem by the RECLAIM utility in a format compatible

with both PFDUMP and PFLOAPD. 'The NOS 2 Analysis Handbook describes these permanent
file uytilities.
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COMMAND FORMAT

The parameters of the RECLAIM command are order—-independent. The directives and the options

are appended to the end of the command.

For sites using the Tape Management System
(TMS), there are additional directive options
available en the RECLAIM command which are
not described in this manual. For a
deseription of the RECLAIM command under TMS,
refer te the NOS Version 2 Tape Management
System (IMS) User Reference Manual.

Format:

RECLAIM,p),p3,...,pn./directive] ,options]/directives,optionsy/

»e«s/directive,,optionsy.

Parameter

Description

Py Specifies any of the following optional parameters.

Parameter

DB=pfn

I=1fn;

L=1fnp

PN=packname

PW=password

60459680 K

Description

Specifies the name of the direect access file
that contains the RECLAIM database. The
default file name for pfn is RECLDB. If a
value of 0 is entered for pfn, no database
is created or maintained.

Do not attach the database file before you
call RECLATM; RECLAIM attaches the file for
you.

Specifies the name of the local file
containing the RECLAIM input directives to
be processed. The default file name for

1fny is INPUT.

Specifies the name of the local file to
receive oputput listing. The default file
name for lfns is OUTPUT.

Inhibits RECLAIM from printing a header on
file 1fnsg,.

Specifies the auxiliary device name. You
specify packname only if the database file
resides on an auxiliary device. .

Specifies the file password for the database

file; applicable only if the database file
resides in am alternate user catalog.
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Parameter Description

Parameter Degcription
NA No abort optiom. Inhibits RECLAIM abort in

case of a program error.

NV Specifies that a dump is to be written at
end-of-information (EOI), regardiess of what
precedes the E0I. 1If this parameter is
omitted, RECLATM will not write a dump
beginning at EOI unless at least one valid
RECLAIM dump precedes the EOI.

=ugernamne Specifies the user name of the database file
owner; applicable only if the database file
resides in an alternate user catalog. You
wust have WRITE permission to access files
under an alternate user name.

Z Specifies that the RECLAIM command contalns
input directives following the terminator.
If the Z parameter is specified, the 1
parameter is ignored. Use of the Z parameter
eliminates the need for an input file {1fnj)
when only a few directives are required.

directivej Specifies how RECLAIM is to manipulate files that meet the criteria
set forth in the directive options. (RECLAIM directives and options
are described below.)

optionsy Specifies a file characteristic or attribute RECLAIM is to use in
selecting the file or files to be processed. (RECLAIM directives and
options are described below.) Use a comma to separate individual
options.

RECLAIM directives define the operation to be performed on a specified file or files. All
directives except END can have one or more associated options. A comma is used as the
separator between a directive and its associated options.

When you enter a RECLAIM command with the Z parameter, you type in the directives following
the command terminator. The first character following the terminator must be the separator
character used to separate individual directives. The separator character can be any
character that does not appear within the directives. (We use the / character in the
examples in this section.)

Following are deseriptions of the RECLAIM directives. The description of the options for
the directives immediately follows the description of the directives.

Directive Description
COMPACT Rewrites a dump file using only the active files from the database.

A1l files logiecally deleted (using the DELETE directive) from your
database are physically deleted from the dump file and the database.
Options may alsc be specified which apply additional file selection
criteria. Files which do not meet these additieonal criteria are also
physically deleted. The active files rewritten by the COMPACT
directive are comsclidated into a single dump before being rewritten;
that is, the new dump file contains only one dump. The database is
updated to remove all inactive entries and update the dumpfile number
for the remaining entries. COMPACT cannot be used on dump files that
have no databage file.
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Directive Description

You must specify one of the following options to indicate where the
dump file to be created by COMPACT is to be stored:

CF=clfn
Chi=cpfn
CT=vsn
ov

Either or both of the CF=clfn and CN=cpfn options must be specified in
conjunction with the DT=M5 option if a new mass storage file is to
receive the dump.

The CT=vsn option must be specified if a new tape is to receive the
dump. If you intend to enter a COMPACT directive specifying a new
tape, you must issue a RESOURC command to allow RECLATM to request the
two tapes at once.
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Directive

COPY

DELETE
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Description

You must specify the OV option if the dump is to be rewritten on the
original tape or file. To rewrite a dump tape, the compacted dump is
first written to a disk scrateh file, then copied to the original file,

If you know or expect that a dump will require multiple reels, you
must enter a VSN command before entering RECLAIM. The VSN command
should specify as many VSNs as necessary and should associate the VSNs
with the local file name specified by the CT option. If no CF option
is specified, the default local file name NTAPE is used.

Creates local file copies of all dumped files that meet the criteria
specified by the COPY directive options. (The COPY directive is the
same as the LOAD directive except that the LOAD directive creates
permanent files from dumped files.) The copied files are created
using their original permanent file names unless they are explicitly
renamed,

The COPY directive performs its own tape requests internally. If a
copy is inditiated for several files resident on a single tape, that
tape is only requested once. If the copy specifies files on multiple
tapes, multiple tape requests are initiated.

The COPY directive can be used to read files from a tape that is not
listed in the RECLAIM database. When used in this way, RECLAIM reads
all files from the tape (regardless of how many files are specified by
the COPY directive options) and adds all files to the RECLAIM database,

The latest {most recently dumped) version of each file is copied
unless you specify other characteristies, The following are examples
of a COPY directive:

RECLAIM,Z./COPY,PF=ALPHA/COPY ,PF=BETA/COPY , PF=SIGMA
ar
RECLAIM,Z./COPY,PF=*/ALPHA,BETA, STGMA

Either of the above commands copies the latest {(most recently dumped}
versions of files ALPHA, BETA, and SIGMA and makes them local files.

Pisables all files in your database that meet the criteria specified
by the DELETE directive options. Deleted files are not physically
deleted from the database and can be restored to active status using
the RESET directive. Use the LIST directive with the DE option to
list deleted files. You can use DELETE to temporarily disable
selected files, thus allowing you to load all files except those
disabled. All files disabled by DELETE are physically removed from
the dump file if a COMPACT directive is entered before the disabled
files are reactivated (using RESET). The following is an example of a
DELETE directive:

RECLATM,Z./DELETE ,DD=851204

The above example instructs RECLAIM to disable all files dumped on the
date 12/4/85.
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Directive

DUMP

10-38

Description

Dumps to tape or mass storage all permanent files that meet the
criteria specified by the DUMP directive options, Information that
RECLATM requires to perform future relocads from the dump file is
stored in a database file within the specified user catalog. TIf the
specified database file does not exist, RECLAIM creates it, You can
inhibit the creation or use of a database file by specifying the DB=0
parameter.

Files are dumped in the order they appear in your permanent file
catalog unless you specify the PF or FN option. ¥Files are then dumped
in the order they are listed for PF or FN. If a file is listed more
than once for PF or IFN, multiple copies are dumped, in the specified
order.

Files dumped are written to the dump file at EOI unless EI=NO is
specified. If RECLAIM determines that a dump file 1s empty or does
not centain a RECLAIM dump, it sends the following message to the
dayfile and the terminal: '

UNKNOWN DUMP FILE WILL BE REWRITTEN.

If the DUMP directive was entered interactively, RECLAIM issues the
prompt:

IS THIS OK (YES OR NG)?

If you enter YES, the dump proceeds normally. For a NO response,
RECLAIM ignores the directive and prompts for the next ome. In a
noninteractive job, RECLAIM proceeds with the dump.

The following is an example of a RECLAIM DUMP directive:
RECLATM,Z./DUMP,TY=D, TN=001442

This example instructs RECLAIM to dump all direct access permanent
files in your catalog to a magnetic tape with the VSN of 001442. If a
database named RECLDB does not currently exist, RECLAIM creates it.

If you know or expect that a dump will require multiple reels, you
must enter a VSN command before entering the RECLAIM command. The VSN
command should specify as many VSNs as necessary and should associate
the VSNs with the local file name specified by the DF option. The
default name is TAPE. For example:

VSN, TAPE=001442/001501/001995.
RECLATM, Z, /DUMP , TN=001442 , TY=D

The above example duplicates the previous example, but allows for a
multi-reel dump.
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Directive

ENB

LIST

LOAD
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Description

Ends the current RECLAIM session. At an interactive terminal, a blank
line followed by a carriage return is equivalent to an END. In a
directive file, an EOR has the same effect as an END directive.

You can use the T tape processing option (refer to Processing Options
in section 12) to instruct RECLAIM to unload a tape when the END
directive is entered. To do this, enter the following SET directive
before you initiate any operation that would cause a tape to be
mounted (such as a COPY, DUMP, or LOAD):

SET,PC=F

Lists RECLAIM database information about all dumped files that meet
the criteria specified by the accompanying directive options. Files
are listed in alphabetical order except for dump files without a
database. Dump files with no database are listed in sequential order.

The LIST directive can be used to list files on a tape that is not
listed in the RECLAIM database. When used in this way, RECLAIM adds
all files on the tape to the RECLAIM database, regardless of how many
files are specified by the LIST directive options,

Loads into your permanent file catalog all of the files that meet the
criteria specified by the LOAD directive options. (The LOAD directive
is the same as the COPY directive except that the COPY directive
creates only local files.) The latest (most recently dumped) version
of each file is loaded unless you specify other characteristics. If a
file name specified in a LOAD directive already exists in the catalog,
the file will not be loaded unless the RP or RP=Y opticn is also
specified, :

The LOAD directive can he used to load files from a tape that is not
listed in the RECLAIM database. When used in this way, RECLAIM loads
all files from the tape (regardless of how many files are specified by
the LOAD directive options) and adds all files to the RECLAIM database.

The LOAD directive performs its own tape requests internally. If a
load is initiated for several files resident on a single tape, that
tape is only requested once. TIf the load specifies files on multiple
tapes, multiple tape requests are initiated. Following are examples
of the LOAD directive:

RECLAIM,Z./LOAD,PF=MYFILE

The above LOAD directive loads intoc your catalog the mest recently
dumped version of MYFILE.

RECLAIM,Z./LOAD,DD=840112,NF=5%5

The above LOAD directive loads up to 595 files dumped on the date
1/12/B4.
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Directive

QuiIT

REMOVE

RESET

SET

10-38.2

Description
RECLAIM,Z./LOAD, PF=ALPHA,NN=BETA,MD=831114

or
RECLATM,Z./LOAD,PF=%* MD=831114/BETA=ALPHA

Either of the previous LOAD directives loads the latest wversion of
file ALPHA with a modification date of 11/14/83. File ALPHA is loaded
into your catalog as file BETA. If a permanent file called BETA
already exists in your catalog, the file is not loaded. If a
permanent file named ALPHA exists in the catalog, it does not affect,
and is not affected by, this operaticnm.

Equivalent to END.

Permanently removes a tape volume serial number {(VSN) from the
database. This purges from the database all entries for the specified
tape.’

Reactivates all files previously disabled by the DELETE directive that
meet the criteria specified by the RESET directive options.

Redefines the RECLAIM defaults for any directive options. Typically,
this directive i1s used during a long RECLAIM session to establish
criteria for subsequent processing., If a SET directive is encountered
without an accompanying option, it has no effect on current defaults.
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The options that can be associated with RECLAIM directives are described below.

Option

AA=yymmdd

AB=yymmdd

AD=yymmdd

CF=c¢lfn

CN=cpfn

CT=vsn

D=den

DA=yymmdd

DB=yymmdd

DD=yymmdd

60459680 K

Description

Instructs RECLAIM to process only those files accessed after a
specified date. The AA option may be used in eonjuetion with AB to
specify a date range. The option is used with DUMP. If DB=0, it may
also be used with COPY, LIST, and LOAD.

Instructs RECLATM to process only those files accessed before a
specified date. The AB option may be used in conjuction with AA to
specify a date range. The option is used with DUMP., 1If DB=0, it may
also be used with COPY, LIST, and LOAD.

Instructs RECLAIM to process only those files accessed on a specified
date. The AD option is used with DUMP, 1If DB=0, it may also be used
with COPY, LIST, and LOAD.

Specifies the name of the local file to receive the compacted dump.
If clfin is omitted, the local file name is the name specified for the
CN parameter. If the CN parameter is omitted, the default name NTAPE
is used for clfn. This option is used with COMPACT.

Specifies the permanent file to receive the compacted dump if you do
not want to overwrite the original dump file. (Use the OV option to
overwrite the original dump file.) The CN option allows you to
specify different names for the local and permanent file copies of the
dump file. This option does not create, save, or replace the
permanent file. These operatiocns are the user’s responsibility. This
option is used with COMPACT.

Specifies the VSN of the tape to which the compacted dump is to be
written. The CT option is used with COMPACT.

Specifies tape density. Values that can be specified for den are as
follows:

den Description

HI 556 epi; 7-track tapes
HY 800 epi; 7-track tapes
Hb 800 ecpi; 9-track tapes
PE 1600 ecpi; 9-track tapes
GE 6250 cpi; 9-track tapes

The D option is used with COMPACT and DUMF.

Instruets RECLAIM to process only those files dumped after a specified
date. DA may be used in conjunction with DB to specify a date range.
The DA option is used with COMPACT, COPY, DELETE, LIST, LOAD and RESET.

Instructs RECLAIM to process only those files dumped before a
specified date. DB may be used in conjunction with DA to specify a
date range. The DB option is used with COMPACT, COPY, DELETE, LIST,
LCOAD and RESET.

Instructs RECLAIM to process only those files dumped on a specified

date. The DD option is used with COMPACT, COPY, DELETE, LIST, LOAD
and RESET.
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Option

DE

DF=difn

DN=dpfn

PT=dtype

EI=NO

EX=option

F=format

FI=nn

I 10-40

Deseription

Instructs RECLAIM to process only those files that have been disabled
by DELETE. If this option is omitted, only undeleted files are
processed. The DE aption is used with COMPACT, COPY, LIST, LOAD and
RESET.

Specifies the name of the local file copy of a dump file. The default
name for difn is TAPE. The DF option is used with DUMP.

Specifies the file to or from which files are to be processed. Only
files on this dump file that meet other specified selection criteria
are selected. The DN option is logically equivalent to and
interchangeable with the TN option except if a DT, MT, or NT option is
not specified. 1In this case, DN implies a mass storage dump file
while TN implies a tape dump file (therefore, TN causes RECLAIM to
isgue an internal REQUEST command, whereas DN does not). The DN
option is used with COMPACT, COPY, DELETE, DUMP, LIST, LOAD, and RESET.

If the DN option (or DI=MS) is used for a DUMP operation, RECLAIM does
not make the mass storage dump file permanent. If you wish to make
the dump file permaneant, you may do so. However, the dump file must
he local before you can use it with RECLAIM.

Specifies the type of dump file to be created. Possible values for
dtype are:

dtype Significance
M5 The dump is placed on a mass storage (disk) file.
MT The dump is placed on 7—track magnetic tape. (Same

as MT option.)

NT The dump is placed on 9~track magnetic tape. (Same
as NT optilon.)

The DT option is used with COMPACT and DUMP.

Instructs RECLATM to write dumped files at the beginning of the dump
file, thus destroying any existing information on the dump file. If
this option is omitted, files to be dumped are written to the dump
file at end-of—information. The EI option is used with DUMP.

Specifies the use of exception processing for RECLAIM options. Values
that can be specified for option are Y or N. Y indicates that
exception processing is used; that is, only files that fail one or
more selection criteria are processed. N indicates that normal
processing is used; that is, only files that meet all selection
eriteria are processed. The EX option is used with COMPACT, COPY,
DELETE, DUMP, LIST, LOAD, and RESET.

Specifies any valid NOS tape format. The F option is used with
COMPACT or DUMP.

Specifies the dump number (1 to 63) to which the dump file is to be
positioned. A dump is the set of user files dumped to a file by a
single DUMP or COMPACT directive.

The FI option can be used in conjunetion with the RC option to
position the tape or file pointer to a particular file within a
specified dump. (The FI value associated with a particular file is
listed in the FI column of the RECLAIM output listing.) The FI option
is used with COPY and LOAD.
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Option

FN=filename

FT

GT=length

LT=length

LV

MA=yymmdd

MB=yymmdd

MD=yymmdd

MT

NF=num

NN=pin

60459680 H

Description

Processes files in the same manner as the PF option with one
exception: When used with a DUMP directive, it first checks to see if
a named file exists as a local file. If so, the local file is dumped.

The TY option can be used with FN to specify whether named local files
are to be dumped as direct access or indirect access files. The
default is direct access.

The FN option is used with COMPACT, COPY, DELETE, DUMP, LIST, LOAD,
and RESET. For all directives except DUMP, the FN and PF options are
interchangeable.

Foreign tape. Refer to the NOS 2 Tape Management System (TMS) User
Reference Manual for a detailed description.

Instruets RECLAIM to process only those files that have a length in
PRUs greater than the length specified. GT may be used in conjunction
with LT to specify a size range. The GT option is used with COMPACT,
COPY, DELETE, DUMP, LIST, LOAD and RESET.

Instructs RECLAIM to process only those files that have a length in
PRUs less than the length specified. LT may be used in conjunction
with GT to specify a size range. The LT option is used with COMPACT,
COPY, DELETE, DUMP, LIST, LOAD and RESET.

Specifies that the most current version of the specified file 15 to be
processed. This is the default for the COPY and LOAD directives. The
LV option is used with COMPAGT, COPY, DELETE, LIST, LOAD and RESET.

Instructs RECLAIM to process only those files modified after a
specified date. MA may be used in conjunction with MB to specify a
date range. The MA option iz used with COMPACT, COPY, DELETE, DUMP,
LIST, LOAD and RESET.

Instructs RECLAIM to process only those files modified before a
specifiad date, MB may be used in conjunction with MA to specify a
date range. The MB option is used with COMPACT, COPY, DELETE, DUMPE,
LIST, LOAD and RESET.

Instructs RECLAIM to process only those files modified on a specified
date. The MD option is used with COMPACT, COPY, DELETE, DUMP, LIST,
LOAD and RESET.

Specifies the use of a 7-track tape drive. The MT option is used with
DUMP.

Specifies the maximum number of files to be processed. If the NF
option is omitted, there is no limit on the number of files processed,
except for the DUMP directive. The limit for DUMP is 4095 files. The
NF option is used with COMPACT, COPY, DELETE, DUMP, LIST, LOAD and
RESET. .

Specifies a new file name for the file named by the PF option. The NN
option is used with COPY, DUMP and LOAD.
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Option

NT

ov

PF=pfn

PO=plpZ...pn

PW=password

RC=nnnn

10-42

Description

Specifies the use of a 9-track tape drive. The NT option is used with
DUMP.

Specifies that a compacted dump i1s to be written over the old dump
tape. The OV option is used with COMPACT.

Specifies the name of the permanent file or files to be processed by
RECLAIM. 1f only one £lle is to be processed, pfn is any valid NOS
file name. If PF and FN are both omitted, the f£iles to be processed
are determined by the other options which have been specified. If
multiple files are to be selected by name, specify an asterisk (*) for
pfn.

When PF=* is specified, a file name list containing up to 999 file
names may be entered. A line of file names ending with a comma
indicates that the file name list is continued on the next line. For
interactive requests, RECLAIM prompts vou to enter the file names with
the message:

ENTER FILE NAMES.

The file name list contains one entry for each file to be processed.
Each entry consists simply of the name of the file to be processed,
unless the file is to be renamed. If the f£ile is to be renamed, the
entry is in the format, newname=oldname. Entries are separated by
commaz2. An entry not followed by a separator indicates the end of the
list. A comma at end of line indicates that another line follows.

Following is an example of a file name list:
RECLATM, Z, /DUMP , TN=MYVSN, PF=*/ ALPHA , GAMMA=BETA

This command will cause RECLAIM to dump files ALPHA and BETA. The
files will be identified in the dump and in the data base as ALPHA and
GAMMA. The PF option is used with COMPACT, COPY, DELETE, DUMP, LIST,
LOAD and RESET.

Specifies general tape processing options for a dump tape. Refer to
Processing Options in section 12 for a description of dump tape
processing options. The PO option is used with COMPACT, COPY, LIST,
LOAD, BUMP, and SET. PO=UR is the default for the COPY, LIST, and
LOAD directives. PO=UW is the default for the COMPACT and DUMP
directives. :

Password. Refer to the NOS 2 Tape Management System (TMS) User
Reference Manual for a detailed deseription.

Specifies the dump record number (1l to 4055) within a dump that
indicates where the dump file is to be positioned. The RC option is
used in conjunction with the FI option to specify the location of a
file within a dump. (The RC value associated with a particular File
is listed in the REC column of the RECLAIM listable output.) The RC
option is used with COPY and L.0AD,.
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Option
RP=option

TN=vsn

TO=username

TY=type

Ul=user index

UN=username

60459680 H

Description

Specifies that a file is to be loaded or copied from a dump file even
if a local or permanent file by the same name already exists,
Possible values for option are Y or N.

When used with the LOAD directive, specifying RP or RP=Y iadicates
that an existing permanent file will be replaced by a file loaded from
a dump. Specifying RP=N or omitting the RP option indicates that an
existing permanent file will not be replaced by a loaded file.

When used with the COPY directive, specifying RP or RP=Y indicates
that a local file will be overwritten by a file copied from a dump.
If RP=N is specified, or if the RP option 1s omitted, RECLAIM returns
the existing local file hefore copylng the file from DUMP.

The RP option is used with COPY and LOAD.

Specifies the VSN of the tape to or from which files are to be
processed (VSN of the first reel for a multi-reel dump). Only files
on this tape which also meet any other specified selection criteria
are processed. This option 1s logically equlvalent te and
interchangeable with the DN option except if a DT, MT, or NT option is
not specified. 1In this case, DN implies a mass storage dump file
while TN implies a tape dump file (therefore, TN causes RECLAIM to
issue an internal REQUEST command, whereas DN dees not). The TN
option is used with COMPACT, COPY, DELETE, DUMP, LIST, LOAD, RESET and
SET.

Username, Refer to the NOS 2 Tape Management System (TMS) User
Reference Manual for a detailed description.

Specifies the permanment file type to be processed. Values that can be
specified for the TY option are: D (direct access) and I (indirect
access). If this option is omitted, both file types are eligible for
processing. The TY option is used with COMPACT, COPY, DELETE, LIST,
LOAD and RESET.

Instructs RECLAIM to process only files for the specified user index
when the GOPY, LIST, or LOAD directive is used to process a dump tape
or file not on the database, or when no database is being used (DBE=0).
Lf this option 1s either omitted or specified as UI=D, the user index
of files on the dump tape or file being processed will be ignored.

Instructs RECLAIM to process files only for the specified user name on
the RECLAIM database, when files are shared among multiple users. If
this option is omitted, processing is performed only on the calling
user”s dumped files. Files for all users will be processed if UN=0 is
specified. The UN option is used with COMPACT, COPY, DELETE, LIST,
LOAD and RESET. TIf the UN option specifies a user name not originally
in the RECLAIM database, RECLAIM loads all files {(LOAD directive) or
lists information about all dumped files (LIST directive) on a file
set specified by the TN or DN options. Loaded files are recorded in
the database under the user name specifled by the UN option.
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RECLAIM OUTPUT

All RECLAIM directives except END, QUIT and SET generate output listings in the following
format:

RECLAIM Vvvv OP=ddddddd  UN=username yy/mm/dd. hh.mm.ss. PAGE nn
PFN TYPE LAST MOD DUMP DATE LENGTH USERNAME TAPE FI REC

pfname ty yy/mm/dd yy/mm/dd len dmpuser dumpid fi rc
pfname ty yy/mm/dd yy/mm/dd len dwmpuser dumpid Fi rc

n FILES PROCESSED

where:
vy Current version of RECLAIM.
ddddddd Name of the RECLAIM directive being processed.
username User name of the calling user.
nn Current page number {not displayed for interactive users).
piname Name of the permanent file being processed.
ty File type (I for indirect access or D for direct access).
len Length in PRUs of file pfname when dumped.
dmpuser The user name under which file pfname was originally dumped.
dumpid VSN of the tape or name of dump file ceontaining file pfname (VSN of
the first reel for a multi-reel dump).
Ei The dump number on dumpid contalning file pfname.
rc The record number on dump fi containing file pfname.

Entering a RECLATM command with the NH parameter specified suppresses printing of the
heading and the n FILES PROCESSED line; only the file information is printed.
Example 1

The following RECLAIM command lists a portion of dump file database MYDB, and terminates the
RECLAIM session.

freclaim,db=mydb,z./Llist,tn=01/end
RECLAIM V4.2 QP=LIST UN=0MEN 83/12/14. 13.03.34.
PFN TYPE LAST MOD DUMP DATE LENGTH USERNAME TAPE FI REC

DEMA I 83/11/18 B83/12/13 187  OMEN 01 1 2
DEMB I 83/171/18 B3/12/13 27  OMEN 0y 1 1

2 FILES PROCESSED.

RECLAIM COMPLETE.
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REPLACE COMMAND

The REPLACE command can purge an indirect access permanent file and replace it with a copy
of a local file on mass storage. It can also save a copy of a local file on mass storage as

a new indirect access

Format:

permanent file.

REPLACE,lfn1=pfnl,1fn2=pfn2,...,lfnn=pfnn/UN=username,Pw=password,M=m,

PN=packname,R=1,

Parameter

lfni=pfni

The full descriptions
this section.

Parameter

UN=username

PW=password

M=m

PN=packnanme

R=x

NA

WB

NA,WB.
Description

Specifies that a copy of local file 1fn; becomes an indirect access
permanent file named pfny (one— to seven—character name). If an
indirect access file named pfnj already exists, it is replaced.

If 1fny is omitted, the name of the local file is assumed to be

pingy. If no files are named, a copy of the primarvy file becomes an
indirect access permanent file, replacing any existing indirect access
permanent file by that name.

of the following optional parameters are given at the beginning of

Description

Specifies the user name. Specified if the file to be replaced is in
another user's catalog. To replace another user's file, you must have
wrilte permission and be validated to create indirect access permanent
files {(refer to LIMITS Command in section 7).

Specifies the file password. Specified if the UN=username is
specified, and if the permanent file to be replaced has a password.

Specifies the file access mode if the file does not already exist, or
if you want to change the access mode. If M=m is omitted for a newly
created file, M=READ is assumed. If the parameter is omitted for a
previously existing file, the current access mode is retained.

Specifies the auxiliary device name. Specified if the permanent file

to be replaced resides on an auxiliary device.

Specifies the device type. Specified if a removable auxiliary device
on a device type other than the installation—defined default is to be
used.

Specifies the no abort option. If NA is specifiled, processing errors
do not terminate the job.

Specifies the wait—if-busy option. The job waits for the mounting of
disk packs.

The local files, lfn;, are rewound before and after the replace operation.

The indirect access file ecreated has the same access category as the file it replaces.
Permission informacion and alternate user access data for the file are retained when a file
is replaced. If the file created is a new file, it is created as a private file.
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SAVE COMMAND

The SAVE command retains a copy of a local file on mass storage as an indirect access file.
When you save a file using this command, the charge number and Project number currently in
effect for your job are associated with the fila.

Format:

SAVE,lfn1=pfnl,lfn2=pfn2,...,lfnn=pfnn/PW=password,CT=ct,M=m,SS=subsystem,

Parameter

1fng=pfnq

BR=br,PR=pr,PN*packname,R=r,NA,WB,AL=level,KD=expiredate,XT=expireterm,AC=ac.

Description

Specifies that a copy of loecal file 1fn; becomes an indirect access
permanent file named pfn; (one— to seven—character name). If

lini= is omitted, the name of the loecal file is assumed to be

pfny. If no files are named, a copy of the primary file becomes an
indirect access permanent file with the same name as the primary file.

The full deseriptions of the following optional parameters (except M=m) are given at the
beginning of this section.
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Parameter

PW=passwrd

CT=ct

M=m

Description

Specifies the one- to seven—character password that other users must
specify to access the file.

Specifies the file permit category; entries are P, PR, or PRIVATE for
private; S or SPRIV for semiprivate; and PU or PUBLIC for public., If
CT=ct is omitted, CT=PRIVATE is assumed.

Specifies the file access mode permitted to other users if the file is
public or semiprivate, and if explicit access permission has not heen
granted to that user. If M=m is omltted, M=READ is assumed.

If m is: Other users can:

R or READ Retrieve a copy of the file. This copy can

RU or READUP be read or executed.

RA or READAP

EM or READMD

U or UPDATE

E or EXECUTE Retrieve a copy of the file. This copy can only
be executed.

A or APPEND Append data to the file with the APPEND command.

M or MODIFY Retrieve a copy of the file or append data to

the file. The user can enter GET, OLD, NEW, and
APPEND commands, but not a REPLACE command, for
the file. :

W or WRITE Retrieve a copy of the file, append data to it,
replace it, or purge it.

N or NULL Mo access is allowed.
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Parameter

SS=subsystem

BR=br

PR=pr

PN=packname

B=r

NA

WB

Al=level

XD=expiredate

XT=expireterm

AC=ac

Description

Specifies the interactive subsystem associated with the file. This
subsystem becomes associated with the permanent file pfn, and is
selected automatically each time the file is retreived for use as a
primary file. 1If SS5=subsystem is omitted, 55=NULL is assumed unless
1fn is the primary file. In that case, the file is associated with
the currently active subsystem. If S5 is specified without a
subsystem, the file i1s associated with the currently active subsystem.

Specifies the backup copy requirement; possible values are MD (one
backup copy required), N (mo backup), or Y (two backup copies
required). If BR=br is omitted, BR~=Y is assumed.

Specifies the preferred file residence; possible values are D (disk
residence preferred), L (locked to disk), M (alternate storage
residence preferred), N (ne preference), or T (tape alternate storage
residence preferred). If PR=pr is omitted, PR=N is assumed.

Specifies the name of the auxiliary device on which the indirect
aceess file is to reside.

Specifies the device type on which the indirect access file is to
reside, The device must be a permanent file mass storage device on
which indirect access files are allowed.

Specifies the no abort option. If NA is specified, processing errors
do not terminate the job.

Causes the job to wait for the mounting of disk packs.

Specifies the security access level you want asssigned to the file.
Unless changed by your site, level can be one of the following names:

LVLO, LVL1l, LVL2, LVL3, LVL4, LVL5, LVL6, or LVL7
The default is the access level of the local file being saved.

Specifies the expiration date for the file password. The value
expiredate must be a six~digit string of the form yymmdd; where ¥y,
mm, and dd are two-digit year, month, and day designators,
respectively. You can specify this parameter ouly if you also specify
the PW=password parameter.

Specifies the life of the file password in days. If you specify O,
the file password expires immediately. If you specify 4095 or *, the
file password does not expire. You can specify this paraweter only if
you also specify the PW=password parameter.

Specifies whether alternate users may obtain information about the
file using CATLIST. Entries are Y (yes) and N {(no). The default is N.

The local files, ifn;, are rewound before and after the save operation.
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SETPFAC COMMAND

The SETPFAC command changes the set of security access categorles associated with a
permanent file. You can either specify an entirely new category set or add to or delete
from the current categery set. By default on a secured system, the system associates all of
the access categories for which you are authorized to any permanent file you create.
Format:

SETPFAC,pfn,AC=D,categury1,categoryz,...,categoryh/PN=packname,R=r,NA,WB.

or

SET?FAC,pfn,AC=category1,categoryz,...,categoryh/PN=packname,R;r,NA,WB.

Parameter ' Description

pfn Specifies the permanent file whose access category set you want to
change.

AC=0,... Specifies a new category set. Unless changed by your site category;

category; ... can be any of the following names:
CATO00,CATO2,...,CAT31

AC=... Specifies categories to add or delete from the current category set.
categoryj... To add a category, prefix the category name with a plus sign or use
no prefix at all. To delete a category, prefix the category name with
a minus sign.

PN=packname Specifies the auxiliary device name. You must specify this parameter
if pfn resides on an auxiliary device. ’

R=r Specifies the device type. You must specify this parameter if a

removable auxiliary device on a device type other than the
installation-defined default is to be used,.

NA Specifies the no abort option. If NA is specified, processing errors
do not terminate the job.

WB Specifies the wait—i1f-busy option. WB causes the job to wait for the
mounting of disk packs.

The first format creates a new access category set. The second format adds to or deletes
from the current category set.

On a secured system, the categories you specify must be valid for your job {ERQUIRE,B

returns this information). On an unsecured system, the system does not use the categories
to monitor access to the file but does maintain the categories as a file attribute.
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SETPFAL COMMAND

The SETPFAL command changes the security access level of a permanent file. By default, a
direct access file inherits the access level of the creating job. An indirect access
permanent file inherits the access level of the local file from which it was created. You
can also explicitly set the access level when you create a permanent file by specifying the
Al=level parameter on the command you use to create the file.

Format:
SETPFAL, pfn, Al=level /PN=packname,R=r,NA,WB.

The first two parameters are required and are order-dependent.

Parameter Description
pfn Bpecifies the permanent file whose access level you want to change.
Al=l1level Specifies the security access level you want assigned to the file.

Unless changed by your site, level can be one of the following names:
LVLO, LVL1, LVL2, LVL3, LVL4, LVL5, LVL6, or LVL7

PN=packname Bpecifies the auxiliary device name. You must specify this parameter
if pfn resides on an auxiliary device.

R=r Specifies the device type. You must specify this parameter if a
removable auxiliary device on a device type other than the
installation-defined default is to be used.

NA Specifies the no abort option. If NA dis specified, processing errors
do not terminate the job.

WB Specifies the wait—if-busy option. WB causes the job to wait for the
mounting of disk packs.

On a secured system, the access level you specify must be valid for the job (ENQUIRE,B
returns this information). In additiom, to lower the access level of a file, you must be
authorized to do so (refer to the LIMITS command).

On an unsecured system, the system does not use this access level assigmment to monitor
access to the file but does maintain this assignment as a file attribute.
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